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B.  APPLICABILITY

This Instruction applies to the Office of the Secretary of
Defense (OSD), the Military Departments, the Chairman of the
Joint Chiefs of Staff, the Combatant Commands, the Defense
Agencies, and the DoD Field Activities (hereafter referred to
collectively as "the DoD Components").

C.  DEFINITIONS

Terms used in this Instruction are defined in enclosure 2.

D.  POLICY

    It is DoD policy under DoD Directive 3200.12 (reference (a))
to establish and maintain a coordinated and comprehensive program
to document the results and outcome of DoD-sponsored and/or per-
formed research and engineering (R&E) and studies efforts and
provide access to those efforts in an effective manner consistent
with the DoD mission.  Additionally, the conduct of DoD research
and engineering (R&E) and studies efforts shall be supported by
the STIP through the acquisition, analysis, storage, retrieval,
and dissemination of scientific and technical information (STI)
and related program management information.

E.  RESPONSIBILITIES

    1.  The Under Secretary of Defense for Acquisition and Tech-
nology shall conduct management and oversight of the STIP, as de-
scribed in reference (a), and as further defined in this Instruc-
tion.

2.  The Director, Defense Research and Engineering, under the
Under Secretary of Defense for Acquisition and Technology, as the
Principal Staff Assistant for the STIP, shall:

a.  Exercise operational control and oversight of the De-
fense Technical Information Center (DTIC) consistent with the
mission and functions described in enclosure 7.

b.   Ensure the issuance of the DoD Scientific and Tech-
nical Information Program Procedures Manual under DoD 5025.1-M
(reference (e)).  Approve the general contents and assign respon-
sibilities for preparation and issuance of specific Volumes of
the DoD Scientific and Technical Information Program Procedures
Manual under reference (e).

c.  Ensure that DTIC shall assist in implementing STIP
policy and administration.  The DTIC shall perform technical in-
formation support services for the Office of the Under Secretary
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of Defense for Acquisition and Technology (OUSD(A&T)), the OSD
Principal Staff Assistants, and operate DoD-wide STI systems. 
The DTIC shall act as a central coordinating point for DoD STI
databases and systems, and investigate and demonstrate new sup-
porting technology for those applications.

3.  OSD Principal Staff Assistants shall have oversight and
guidance responsibility for their respective areas consistent
with the policy established in DoD Directive 3200.12 (reference
(a)), and consistent with the implementation of policy, responsi-
bilities, principles, and operational parameters as described in
this Instruction.

4.  Heads of the DoD Components shall:

a.  Designate a single headquarters point of contact for
all matters involving the STIP and identify the responsible in-
dividual to the Office of the Director, Defense Research and En-
gineering (ODDR&E).

b.  Conduct management and oversight of the STIP in their
respective organizations including definition of subordinate or-
ganization responsibilities consistent with the functional re-
sponsibilities defined in reference (a).

c.  Ensure the exercise of functional responsibilities
delineated in enclosures 3 through 6 that are necessary to imple-
ment the policies and principles of the STIP.

d.  Ensure the effective implementation of this Instruc-
tion including the issuance of applicable DoD Component imple-
menting documents when essential to define explicit internal or-
ganizational responsibilities or to further define internal prin-
ciples, concepts of operation, and practices where applicable.

e.  Prepare, coordinate, and issue specified Volumes of
the DoD Scientific and Technical Information Program Procedures
Manual in accordance with DoD 5025.1-M (reference (e)) as assign-
ed by the DDR&E in accordance with paragraph E.2.b., above.

f.  Maintain a current review and inventory of STI func-
tions and activities under their administrative control.

g.  Encourage the use and sponsorship of technical sympo-
sia and meetings and of participation in the symposia and meet-
ings by DoD scientists, engineers, and managers as an effective
mechanism for STI transfer and exchange.  DoD participation shall
be consistent with implementation of policies in DoD Instruction
5230.27 and the security policies in DoD 5200.1-R (references (h)
and (i)).
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h.  Execute domestic technology transfer programs and
projects under OUSD(A&T) guidelines and assign single points of
contact to coordinate their technology transfer programs in
accordance with DoD 3200.12-R-4 (reference (f)).

i.  Ensure that all significant scientific or technol-
ogical observations, findings, recommendations, and results
derived from DoD endeavors, including those generated under
contracts, grants, and other instruments that are pertinent to
the DoD mission or contribute to the DoD and/or the national
scientific or technological base are recorded as “technical
documents.”  Internal and contractual procedures shall ensure
that copies of such documents are made available to the DoD R&E
community, including supporting technical libraries, the DTIC,
and applicable DoD Information Analysis Centers (IACs), and,
under established security and other limitation controls, and
consistent with DoD Directive 5230.9 (reference (j)), to the
civilian scientific and technical community.  Such documentation
shall be prepared and distributed quickly and according to es-
tablished standards for document format, distribution, security
marking, and reproducibility consistent with DoD policy and STIP
procedural guidance.

j.  Operate and support activities for the input of data
to centralized DoD databases including full text, bibliographic,
summary, and other forms of R&E program-related information, and
be responsible for the accuracy and currency of database content
and reporting, in accordance with data element standards, author-
ities, and input procedures established by the DoD Component re-
sponsible for operation of the database.

k.  Consistent with the distribution constraints marked
on DoD technical information, in accordance with DoD Directive
5230.24 and the security limitations as prescribed in DoD
5200.1-R (references (k) and (i)), promote programs to ensure
maximum exchange of STI in the defense community.  Pursue a pol-
icy to ensure that STI, created by activities under DoD control,
is provided for public use through appropriate Federal Agencies,
according to approved DoD clearance procedures prescribed by DoD
Directive 5230.9 (reference (j)).  To promote this exchange, each
DoD Component shall provide technical documents and other infor-
mation relevant to R&E programs in an unclassified manner to the
maximum extent possible.

F.  PROCEDURES 

    1.  The STIP is operated as a coordinated structure of gen-
erally decentralized activities with overall policy direction and
oversight vested in the OUSD(A&T) in coordination with or partic-
ipation of the OSD Principal Staff Assistants, or designees.
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2.  The DoD STIP consists of many elements that facilitate
and contribute to the acquisition, production, reproduction, and
dissemination of intellectual property that result from or are of
interest to the Defense R&E community.  Additionally, selected
STIP functions are also capable of and shall provide support on
and as needed basis to the management of selected Defense
acquisi-tion programs and the DoD studies program.  Enclosures 3
through 7 of this Instruction describe the implementation of
policies, principles, practices, and operational parameters of
one or sev-eral similar functional concepts and further delineate
the STIP as described in DoD Directive 3200.12 (reference (a)). 
State-ments of purpose, scope, and functional responsibility that
are most relevant to a specified element of the STIP are included
in enclosures 3 through 7 of this Instruction.

3.  The DTIC shall provide centralized operation of specific
STIP functions, such as technical document access and dissemina-
tion and database and reference services; serve as a focus for
actions required to provide and enhance DoD-wide STI services;
and provide direct information system and database support to the
OUSD(A&T) and the OSD Principal Staff Assistants in coordinating
the overall STIP.

4.  Maximum use shall be made of existing organizations en-
gaged in collecting, processing, and disseminating STI such as
DoD IACs, the DTIC, or other specialized STI centers designated
by the OSD.  STIP functions performed by those activities shall
be coordinated to produce a coherent program providing maximum
data and resource sharing and effective service to all valid us-
ers of DoD STI services.

5.  A principal objective of the STIP is to improve both the
scope and effectiveness of collecting, processing, disseminating,
and applying STI.  The STIP shall apply the latest available
technologies and provide for maximum participation and compati-
bility among the information programs of disparate DoD Compo-
nents, other Federal Agencies, and the private sector.  In the
collection of STI, standard data elements should be used in ac-
cordance with DoD 8320.1-M-1 (reference (l)).

6.  Effective coordination and liaison are necessary among
the STIP and those information programs involving technical in-
telligence, information security management, foreign disclosure
activities, intellectual property counsel, technical data manage-
ment, manpower, logistics, and acquisition systems to ensure max-
imum compatibility, interchange of information, and avoid unnec-
essary duplication of effort.
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   7.  The overriding priority of the STIP is to ensure timely
and effective exchange among DoD R&E and studies performers and
managers of all STI generated by or needed in the conduct of DoD
R&E programs.  Because of the characteristics of defense pro-
grams, the publication and reporting of such information fre-
quently requires security safeguards or specific limitations on
access or distribution.  Requests for records under the “Freedom
of Information Act,” 5 U.S.C. 552, shall be processed in accord-
ance with DoD Directive 5400.7 (references (m) and (n)).  For
example, transfer of classified or proprietary information (with
the consent of the source) would not be effective without safe-
guards to inhibit improper disclosure.  Such protection is an
acceptable cost for being able to transfer or share the infor-
mation freely among certified federal and civilian R&E communi-
ties.  Additionally, STIP processes shall support and incorporate
DoD policy to prevent the unrestricted export of militarily 
critical technology.

8.  The Department of Defense makes a significant investment
in its technology base.  Activities such as DTIC, the IACs, DoD
databases, and technical libraries function as repositories, cus-
todians, and secondary distribution activities in order to maxi-
mize the return on investment in R&E and studies through their
retention of STI.  As such, applicable plans and resources shall
be made available by the affected DoD activities to preserve es-
sential STI when such actions as organizational realignments,
consolidations, program cancellations; etc., have the impact of
eliminating in whole or in part the STI holdings of such activi-
ties.

    9.  Every effort shall be made, under the limits of national
security requirements, to prepare technical documents and other
types of defense STI in an unclassified form and, in accordance
with established clearance procedures, to provide such informa-
tion for public use through appropriate Federal agencies.  Such
use of unclassified STI or of unclassified versions of defense
STI shall expedite information transfer both in the Department of
Defense and to the national scientific and technical community.

    10.  All policies and procedures governing the dissemination
to the public of information in the STIP shall be subject to the
approval of the Assistant to the Secretary of Defense for Public
Affairs under authority of DoD Directives 5230.9 and 5122.5 (ref-
erences (j) and (o)).

    11.  One or more STI functions are needed by and shall be
used by the DoD Components to implement the policies and pro-
cedures of the DoD STIP.  Those STIP functions involve recording
and transferring STI from its generator or source to the ultimate
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user or beneficiary of new knowledge.  Those STI functions em-
brace a broad spectrum of activity from generation, publication,
distribution, and storage, to access, assimilation, and use of
STI and documents.  STI functions include, but are not limited to
the following:

a.  The preparation, reproduction, and distribution of
STI and documents.

b.  The provision of document services, including acquis-
ition, archival functions, repositories, announcements, and var-
ious means of document dissemination, access, or transmission.

c.  The operation of technical information centers, data
centers, IACs, technical libraries, and other similar information
activities that collect, store, process, and provide associated
document, data, or information services in direct support to in-
formation seekers or that act as intermediaries between the user
and other STI functions.

d.  The implementation and operation of database ser-
vices, including numeric, bibliographic, full-text, and manage-
ment information databases, database processes and products, and
the application of electronic and telecommunications techniques
for data entry, storage, access, search, and retrieval.

e.  The provision of information and decision-support
systems and services for use in management of R&E programs.

f.  The operation of directory or reference services to
identify and locate available STI and R&E capabilities and re-
sources.

g.  The conduct and support of technical meetings and
symposia.

h.  The provision of information exchange programs to
facilitate transfer of technological innovation and know-how from
DoD R&E programs to civilian purposes.

i.  The operation of programs to effect exchange of DoD
technical planning, requirements, and acquisition information
with industrial or other organizations capable of engaging in DoD
programs.

j.  The study of and experimentation with new methods and
techniques in handling STI and promoting the communication of new
ideas or knowledge among scientists and engineers.
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k.  Security aspects of information management to in-
clude systematic review, maintenance and notification, and chang-
ing distribution statements, classification markings; etc., up to
and including public release.

l.  The development and implementation of mechanisms and
techniques to foster the awareness and use of STI resources, pro-
ucts, and services.

G.  EFFECTIVE DATE AND IMPLEMENTATION

    This Instruction is effective immediately.  Forward one copy
of implementing documents, to the Director, Scientific and Tech-
nical Information Policy, DTIC within 120 days.

Under Secretary of Defense for Acquisition
and Technology

Enclosures - 7
  1.  References
  2.  Definitions
  3.  Summarization of Proposed and Ongoing DoD R&E and Studies
      Efforts
  4.  Documentation and Distribution of DoD R&E and Studies
      Efforts
  5.  DoD IACs
  6.  Access to and Dissemination of DoD Technical Information
  7.  DTIC
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DEFINITIONS

1.  Analysis.  A qualitative or quantitative information evalu-
ation requiring technical knowledge and judgment.

2.  Contractor.  An individual or organization outside the U.S.
Government, including both prime contractors and subcontractors,
who has accepted any type of agreement or order to provide re-
search, supplies, or services to a U.S. Government Agency.

3.  Controlling DoD Office.  The DoD activity that sponsored the
work that generated the technical document for the Department of
Defense and has the responsibility for determining the distri-
bution of a document with such technical information.  For joint
sponsorship, the controlling office is determined by advance
agreement and may be either a party, group, or committee repre-
senting the interested activities or the DoD Components.  (See
DoD Directive 5230.24 (reference (k)).

4.  Cooperative Research and Development Agreement (CRDA).  As
defined in 15 U.S.C., Section 3710a(d)(1) (reference (p)) the
term CRDA is:  “Any agreement between one or more Federal labora-
tories and one or more non-Federal parties under which the Gover-
nment, through its laboratories, provides personnel, services,
facilities, equipment, or other resources with or without reim-
bursement (but not funds to non-Federal parties) and the non-
Federal parties provide funds, personnel, services, facilities,
equipment, or other resources toward the conduct of specified re-
search or development efforts that are consistent with missions
of the laboratory; except that such term does not include a pro-
curement contract or cooperative agreement as those terms are
used in 31 U.S.C. 6303-6305 and as such the Federal Acquisition
Regulation (FAR) and the DoD FAR Supplement are not applicable to
these agreements.”

5.  Defense Community.  As the Department of Defense conducts its
mission of U.S. national security it needs to share information,
coordinate, and engage in a dialogue with others outside the De-
partment of Defense.  This includes people in other Federal Agen-
cies, contractors, educational organizations, technical socie-
ties, State and local governments, and foreign governments.  As
used in this Instruction, this collective body of people includ-
ing DoD personnel constitute the Defense community.

6.  Database.  A set of records collected and organized in a
meaningful manner to serve a particular purpose.

7.  Defense Industry Information.  Technical planning, require-
ments, and acquisition information provided to industry through
various programs to enable industry to meet defense weapons and
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support systems needs.  Those programs include DoD Information
Analysis Centers (IACs), DTIC, potential contractor programs of
the DoD Components, DoD Component Information for Industry Of-
fices, advance planning briefings for industry, technical meet-
ings on special topics, and similar activities initiated by the
DoD Components.

8.  Defense Information.  Information about the mission of the
Department of Defense and DoD Component organizations.

9.  Distribution Statement.  A statement assigned by the con-
trolling DoD office and used in marking a technical document to
denote the extent of its availability for distribution, release,
and disclosure without additional approvals or authorizations
from the controlling DoD office.  A distribution statement mark-
ing, as described in DoD Directive 5230.24 is distinct from and
additional to a security classification marking assigned, in
accordance with DoD 5200.1-R, and an export warning notice as-
signed, in accordance with DoD Directive 5230.25 (references (k),
(i), and (q)).

10.  Legitimate Business Relationship.  For this Instruction, a
legitimate business relationship exists when the Department of
Defense has determined that a need exists to acquire, share,
exchange, or disseminate DoD technical information to anyone
other than a DoD Government employee for supporting the DoD mis-
sion.  That relationship may be established by any agreeable
means such as a memorandum of understanding, agreement, contract,
grant, etc.  The Department of Defense has the sole responsi-
bility for determining that a legitimate business relationship
exists since the only purpose is to provide access to information
created by or under the control of the Department of Defense. 
Such a relationship may be established with an individual or
organization in another Federal Department or Agency; contrac-
tors, grantees, potential DoD contractors; etc., other branches
of the Federal Government; State and local governments; and
foreign countries.

11.  OSD Principal Staff Assistants (PSAs).  The Under Secretaries
of Defense, the Director of Defense Research and Engineering, the
Assistant Secretaries of Defense, the Director of Operational Test
and Evaluation, the General Counsel of the Department of Defense,
the Inspector General of the Department of Defense, the Assistants
to the Secretary of Defense, and the OSD Directors or equivalents
who report to the Secretary or Deputy Secretary of Defense.

12.  Potential DoD Contractor.  An individual or organization
outside the Department of Defense approved and certified by a
sponsoring DoD activity as “eligible for DoD technical infor-
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mation services under a DoD Component potential contractor pro-
gram.” 
The sponsoring DoD activity should be reasonably ensured that
this individual or organization may benefit by their access to
Defense technical information in their understanding of and for
responding to a DoD acquisition.

13.  Primary Distribution.  The initial targeted distribution of
or access to technical documents authorized by the controlling
DoD office.

14.  Qualified U.S. Contractor.  In accordance with DoD Directive
5230.25 (reference (q)), a private individual or enterprise lo-
cated in the United States whose eligibility to obtain unclass-
ified export-controlled technical data has been established
through certification procedures on the DD Form 2345.

15.  Scientific and Technical Documents.  Documented result of
DoD-sponsored or defense-related R&E efforts.  The work may have
been performed either in-house or externally by contractors, sub-
contractors, grantees or by other similar business relationships.
Scientific and technical documents include, but are not limited
to, final and interim technical reports, technical notes, tech-
nical memoranda, technical papers, special reports, conference
proceedings, journal articles, test reports, project officer
reports, and other formats regardless of media.

16.  Scientific and Technical Information (STI).  Communicable
knowledge or information resulting from or about the conduct and
management of scientific and engineering efforts. STI is used by
administrators, managers, scientists, and engineers engaged in
scientific and technological efforts and is the basic intellect-
ual resource for and result of such efforts.  STI may be repre-
sented in many forms and media.  That includes paper, electronic
data, audio, photographs, video, drawings, numeric data, textual
documents; etc.

17.  Secondary Distribution.  Distribution of or access to a doc-
ument, usually based on a request to a document repository or in-
formation center, provided subsequent to an initial distribution
performed or controlled by the authoring or sponsoring DoD Com-
ponent.

18.  Technical Data.  Recorded information related to experi-
mental, developmental, or engineering works that can be used to
define an engineering or manufacturing process or to design, pro-
cure, produce, support, maintain, operate, repair, or overhaul
material.  The data may be graphic or pictorial delineations in
media, such as drawings or photographs, text in specifications or
related performance or design type documents, or computer print-
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outs.  Examples of technical data include research and engineer-
ing data, engineering drawings, and associated lists, specifi-
cations, standards, process sheets, manuals, technical reports,
catalog-item identifications, and related information and com-
puter software documentation.

19.  Technical Document.  Any recorded information that conveys
STI or technical data regardless of media.  For the STIP, that
includes such information documents as working papers, memoranda,
and preliminary reports when such documents have utility beyond
the immediate mission requirement, or shall become part of the
historical record of technical achievements.

20.  Technical Information Dissemination Activity.  Any activity,
such as DTIC, which operates to assist individuals and organiza-

 tions in the Department of Defense to effect adequate and timely
dissemination of technical information describing planned or on-

 going R&E, studies, and analysis efforts and documented results
of such efforts and to provide systems and services to assist
eligible users to identify, access, acquire, and use DoD tech-
nical information.

21.  Technical Library.  An activity that acquires, organizes,
houses, retrieves, and disseminates information and information
materials; and performs reference and research in direct support
of a host activity’s R&E mission.  It also may provide all or any
one of such services as analysis, current awareness, literature
searching, translations, and referral.  A technical library may
also be called a “technical information center.”

22.  Technical Report.  Any preliminary, interim, or final tech-
nical document prepared to record, document, or share results ob-
tained from, or recommendations made on, or relating to, DoD-
sponsored or cosponsored scientific, technical, studies, or ana-
lytical work.

23.  Technical Symposia and Meetings.  Formally scheduled assem-
blies for the presentation and discussion of topics about R&E
programs.

24.  U.S. DoD Contractor.  Those U.S. contractors currently hold-
ing grants or contracts with Department of Defense, or those con-
tractors declared eligible for DoD information services by a
sponsoring DoD activity on the basis of participation in a DoD
Potential Contractor Program.
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SUMMARIZATION OF ONGOING DoD R&E AND STUDIES EFFORTS

A.  PURPOSE

1.  The DoD plans for and invests significant resources (man-
power, facilities, and dollars; etc.) in research, development,
test, and evaluation (RDT&E), and other similar types of scien-
tific and engineering efforts.  Significant resources are also
invested in the DoD Studies Program.  The Department of Defense
shall establish and operate a centralized reporting system that
collects in summary form adequate information that describes
those efforts.  Thereby, the Defense community may search for and
be aware of specific technical- and management-related work ef-
forts and before initiating new or significantly changed efforts
and before the commitment of resources.

2.  The Technical Effort and Management System (TEAMS)(for-
merly known as the DoD Work Unit Information System) shall pro-
vide an information storage and retrieval database in which to
record specified information about a wide variety of Defense-re-
lated R&E and studies efforts including the purpose, objective,
approach, scope, and duration of all planned and ongoing efforts
performed by or sponsored in whole or in part by the Department
of Defense.

3.  The system shall provide for improved awareness and docu-
mentation of scientific and engineering efforts from diverse com-
ponents of the R&E spectrum ranging from contractor-performed R&E
tasks to RDT&E efforts performed in-house and from initial re-
search, through the various stages of RDT&E, and eventually to
operational systems development.  Additionally, R&E efforts to
correct, improve, or enhance operational systems shall be in-
cluded.

4.  The system is intended to increase the effectiveness of 
the DoD R&E and studies programs by the following:

a.  Helping planners and managers identify potentially
duplicate efforts during the planning stages of proposed R&E and
studies efforts.

b.  Permitting managers to coordinate programs with other
personnel in the DoD Components and other Agencies of the Federal
Government to eliminate unnecessary duplication of effort.

c.  Helping individual managers, scientists, engineers,
and analysts to determine current and past efforts related to
their own work.
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d.  Enabling managers, scientists, engineers, and ana-
lysts to identify others working in areas of mutual interest.

e.  Promoting current awareness by managers, scientists,
engineers, and analysts of ongoing efforts through periodic re-
views of pertinent TEAMS records.

f.  Enhancing the efficiency and cost effectiveness of 
the DoD contractor community by providing knowledge of on-going
DoD work to better focus on national defense and military re-
quirements.

5.  The system shall provide a mechanism for recording and
providing awareness of a variety of technical and management ef-
forts or analyses.  That includes the ability to aggregate simi-
lar efforts such that system output can be compiled to reflect
the scope, degree, extent; etc., for a particular technical or
program area.

6.  The TEAMS is not intended to be used as a resource man-
agement system at either the individual project level or through
the means of aggregating like projects.

B.  SCOPE

1.   The TEAMS database is an information storage and re-
trieval system established by the OUSD(A&T).  TEAMS provides
methods to document and support rapid exchange of technical and
management data.  Those data describe a variety of ongoing DoD
R&E and studies work-in-progress programs and efforts.
 

2.   The TEAMS database includes, but is not limited to, data
files or logical subsets of data that describe DoD R&E technical
or management information programs and DoD studies efforts, as
follows:

a.  RDT&E efforts.

b.  Other R&E efforts that include the conduct of sci-
ence or engineering activities and are characterized by similar
outcomes to the RDT&E process.  That includes efforts to correct,
improve, assess, or enhance operational systems.  It also in-
cludes activities that are characteristics of RDT&E, but are
funded by non-traditional RDT&E program areas such as health
sciences, mapping, and communications.

c.  Contracted Advisory and Assistance Services sum-
maries, in accordance with DoD Directive 4205.2 (reference (r)).
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d.  In-house management analyses and studies descrip-
tions.

e.  Small Business Innovation Research Program descrip-
tions.

f.  CRDAs as defined in enclosure 2 and other forms of
agreement that support the DoD Domestic Technology Transfer Pro-
gram as described in DoD 3200.12-R-4 (reference (f)).

g.  Other similar scientific, technical, or studies-re-
lated programs or data files as approved by the ODDR&E and as
approved by the other OSD Principal Staff Assistants in support
of program areas under their purview.

(The requirement to provide input to TEAMS is characterized by
the nature of the work not by the nature of the business trans-
action. Therefore, the need to report the efforts described in
paragraphs B.2.a. through g., above, are required whether the
work is mission funded, work for others, a procurement contract,
a grant, a co-operative agreement, a CRDA, or any other type of
business transaction.)

3.  The operation of and support for the TEAMS are necessary
and integral parts of the management, conduct, and cost of DoD
R&E and studies programs.

4.   All separately distinct R&E and studies efforts shall be
summarized and provided as input to the TEAMS including the fol-
lowing:

a.  Efforts performed by DoD R&E, studies, and/or ana-
lysis activities in whole or in part.

b.  Efforts performed by another Federal activity in sup-
port of a DoD activity.

c.  Efforts performed by a contractor, whether the con-
tract is awarded by the Department of Defense or by another Fed-
eral Agency, in support of the Department of Defense when funded
in whole or in part from an appropriation utilized for R&E or
studies purposes.

Such efforts should be reported to TEAMS when they are started
and when significantly modified such as changes in scope, objec-
tive, funding level, duration; etc.

    5.  As defined in subsections B.1. through 4., above, the
TEAMS supports a wide breadth of DoD programs.  It is intended to
support those programs by providing a brief description of ef-
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forts reported to TEAMS along with information about what organi-
zations sponsored and/or are doing the work.  Dollar and/or man-
hour data are intended to give a general indication of the magni-
tude of the effort but are purposely not intended to be used as a
resource management or financial accounting system.  The TEAMS
shall be designed in such a manner as to reflect this intent.

6.  DoD Components Database Enhancement

a.  Individual DoD Components may, in coordination with
the DTIC and with approval of the ODDR&E, extend the data files
maintained at DTIC with Component-unique elements as needed to
enhance the management or exchange of information about their
programs.  DoD Components are required to report at least the
basic data required for the TEAMS by applicable DoD procedures
developed by DTIC.

b.  Access to Component-unique data shall be, as speci-
fied, by the contributing DoD Component or the DoD Component
Headquarters.

c.  The DTIC shall make reasonable efforts to provide
timely support to such requirements to minimize the development
of similarly redundant systems.

C.  RESPONSIBILITIES

    1.  The Office of the Director, Defense Research and
Engineering shall:

a.  Approve the use of TEAMS to support additional pro-
grams areas not specified in subsection B.2., above.

b.  Approve the addition of DoD Component-unique data to
the TEAMS.

2.  The Heads of the DoD Components shall:

a.  Establish input and use requirements as an integral
part of their R&E and studies functions.

b.  Designate a “single authoritative focal point for the
TEAMS” to actively represent all aspects of the DoD Component's
support to the TEAMS database.  If required to meet internal
needs, the DoD Components may designate a focal point for each
program area supported by TEAMS, as specified in subsection B.2.,
above, for internal policy, coordination and dissemination.
Changes to each of the approved programs included in the TEAMS,
as specified in subsection B.2., above, shall be coordinated by
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the DoD Component focal point to ensure consistency and complete-
ness of data, in accordance with system constraints.

c.  Provide for the establishment of focal points at in-
termediate command levels and at the activity level as required
to implement the policies and principles of that element of the
STIP.

d.  Devise and provide management procedures to ensure
input and use requirements are adhered to including the complete-
ness, quality, accuracy, and timeliness of input, and effective
use of the various files of TEAMS data as an integral part of
managing the efficient use of R&E and studies resources.  That
includes the use of applicable recurring oversight coverage
(audits, inspections, and management assistance reviews) neces-
sary to ensure that all activities utilizing funds for R&E and
studies purposes comply with requirements for input to and use of
the applicable TEAMS data in the management of the various pro-
grams.

e.  Ensure that program managers and project officers
perform a comprehensive search of the TEAMS, Technical Report,
and Independent Research and Development Databases maintained by
DTIC during the planning stages of and before initiating any new
or significantly changed R&E or studies effort.  Ensure that
documentation of the search and findings reveal that the pro-
posed effort does not unnecessarily duplicate other previous or
current efforts and is part of the justification package sub-
mitted for approval of the new effort.  That search and determi-
nation shall be retained in the local activity project approval
files for at least 3 years or until the effort is completed,
whichever is greater, to meet program audit and inspection re-
quirements.

3.  The Administrator, DTIC, shall do the following:

a.  Develop, maintain, and operate the TEAMS database, in
accordance with the concepts stated in this enclosure in support
of the coordinated and approved requirements of the DoD Compo-
nents to include the following:

(1)  Preparation of, coordination with the DoD Com-
ponents, and issuance as a Volume of DoD Scientific and Tech-
nical Information Program Procedures Manual, consistent with DoD
5025.1-M (reference (e)), uniform procedures, codes, data ele-
ments, and formats for submitting records to, searching, and ob-
taining records from the TEAMS database.  The data elements and
codes should comply with DoD 8320.1-M-1 (reference (l)).
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(2)  Providing output and retrieval services from
the TEAMS to eligible users.

(3)  Providing and operating an interactive, on-line
system for database input, access, and retrieval.

(4)   Providing for a system responsive to the proc-
essing goals and objectives established by ODDR&E.

(5)  Providing to each of the DoD Components and ac-
tivity focal points, a quarterly report (or more frequently as
needed), which summarizes quantity and quality of input from that
Component's activities.

b.  Ensure that all applicable security requirements are
addressed, in accordance with DoD 5200.28-M and provisions for
input, access, and retrieval are in accordance with the computer
security requirements of CSC-STD-003-85 (references (s) and (t)).

4. Reporting Activity responsibility for submitting TEAMS
records is determined on the following basis:

a.  For in-house efforts, responsibility rests with the
DoD activity that performs the work.  In most cases, the prin-
cipal investigator is responsible for the preparation of the
input.

b.  For contracts, grants, or transfers of funds to non-
DoD agencies, the DoD activity that serves as the direct tech-
nical monitor, regardless of the actual source of funds, is re-
sponsible for timely and complete input.  In most cases, the
Contracting Officer’s Technical Representative (COTR) is the in-
dividual responsible for the preparation of the summary.  For
example, when the Office of Naval Research (ONR) receives a De-
fense Advanced Research Project Agency (DARPA) order and pro-
cures research by direct citation of DARPA funds, ONR shall pre-
pare a TEAMS record on the effort if ONR serves as the technical
monitor for the contract or grant.  If DARPA serves as the tech-
nical monitor, then DARPA shall prepare the input.

c.  The input requirements for that system are designed
to primarily meet the internal needs of the Department of De-
fense.  Therefore, it shall always be the responsibility of a DoD
activity (not a contractor/grantee nor a non-DoD Government ac-
tivity) to submit the required input to the TEAMS database. 
While it is recognized that DoD activities often task performing
organizations to prepare the TEAMS input record, the responsi-
bility to submit remains with the DoD activity and that method of
accomplishment shall not be the basis for delay of input.
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D.  PRINCIPLES OF OPERATION

1.   A fundamental purpose of the TEAMS is the timely col-
lection of descriptions of DoD R&E and studies efforts in a
database available for dissemination to all authorized users.
TEAMS input shall include all separately identifiable efforts at
least to the same detail that the efforts are tracked in local  
financial management and program administration processes.

a.  A TEAMS Record is a set of data elements prescribed
for reporting to one of the TEAMS data files including the scope
and approximate levels of funding of a particular effort, whether
performed in-house and/or by contractual means.  The record des-
cribes specific tasks in the scope of a particular effort as es-
tablished for local control by the responsible DoD manager.  It
describes each task that is technologically distinct from other
tasks.  Each effort has a specific objective, duration, and pro-
duct.  That was formerly defined as a “work unit” in DoD 3200.12-
R-1 (reference (c)), canceled by this Instruction.

b.  A subordinate TEAMS record is a specifically describ-
ed data record in the TEAMS database that describes a technolog-
ically distinct effort that is actually a component of or subor-
dinate to an already established TEAMS record; i.e., a distinct,
supporting contractual effort, a component of a large grant or
contract, or, where applicable, a subordinate in-house effort.

2. What To Report.  TEAMS records shall be established and
input prepared for the following categories of activities:

a.  All separately identifiable efforts being accom-
plished by in-house DoD R&E, studies, and analysis activities
regard-less of funding appropriation (including work for others).
Those efforts include experiments, product development, inter-
agency studies Congressionally mandated studies; etc., except as
excluded in subsection D.3., below.

b.   All separately identifiable efforts being accom-
plished in-house by DoD activities when the funding is from the
R&E, studies, and analytical aspects of the Defense acquisition
pro-gram (Budget Program 6), except those excluded in subsection
D.3., below.

c.   All R&E efforts performed outside the Department of
Defense or jointly by the Department of Defense and others by
means of a grant, a procurement contract, a CRDA, a cooperative
agreement, or a fund transfer to a non-DoD Agency funded wholly
or partially from the R&E, studies, and analytical aspects of the
Defense acquisition program (Budget Program 6) appropriation or
from another DoD appropriation account used to support the con-
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duct of RDT&E, except those excluded in subsection D.3., below.
Each uniquely-numbered contract, grant, CRDA, cooperative agree-
ment or fund-transfer shall constitute a separate record.

d.  All other efforts within the scope of subsection
B.2., above.

e.  The TEAMS is designed to allow reporting of data at
different levels of detail.  For example, because of the require-
ment to report each unique contractual effort as a separate re-
cord, even when the contractual effort is actually a supporting
portion of a larger, usually in-house, effort, the identification
of the larger effort must also be input to TEAMS.  That permits
users of TEAMS to be aware of a group of efforts that are being
managed with a common technical goal or objective.  It is not
necessary to report large omnibus contracts that support, for
example, an entire weapon system effort as the “goal.”  Those
contracts normally have a number of tasks that fund administra-
tive, fabrication, and other types of activities that are not
provided as TEAMS input.  Similarly, on some large contracts or
grants; etc., which has several technologically distinct sub-
efforts, the system shall be capable of identifying and differ-
entiating among the "main record" or overall effort and any
subefforts that are reported.  In those instances, a subordinate
record shall be used to describe a distinct subeffort (whether
in-house or contractual) that supports, or is a component of, a
larger, broad effort or project that is separately documented.

f.  Data that are TOP SECRET or that deal with RDT&E in
Electronic Intelligence, Communications Intelligence, and Com-
munications Security shall be sent to the National Security
Agency, ATTN:  5512CI, Fort George G. Meade, MD  20755 instead of
sending the data to DTIC.

3.  What Not To Report

a.  Purchase of equipment, components, or devices where
R&E effort is not involved or, laboratory or test equipment pur-
chased for continuous use separate from and not an integral part
of a specific R&E effort.

b.  Routine data collection, data taking, data analysis,
and data reduction services.

c.  Equipment/facility maintenance or field services,
fabrication or construction, installation, calibration, and/or
modification of equipment or components.

d.  Technical services such as programming or computa-
tional support, library, or translation services.  The use of
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such support activities in the conduct of a research activity
shall not be construed as the basis for not reporting the effort.
                                

e.  Other efforts that do not involve scientific, tech-
nological, or analytical activity.

4. When To Report

a.  The appropriate data elements on a TEAMS record shall
be reported to the DTIC in 20 working days after the local action
it reflects has occurred.  That includes the following:

(1)   Description of the effort when funds and/or per-
sonnel are allocated to a specific technical effort managed by a
DoD R&E activity or a significant change to, completion of, or
termination of such an effort.

(2)  Description of the effort when a contract,
grant, CRDA, cooperative agreement, fund transfer or work for
others effort is awarded or initiated and/or a change or sup-
plement to these efforts affects the description of work, iden-
tity of a principal investigator, or other significant changes
occur.  Initial input of a record shall be submitted at the time
of initiation of procurement or other action for a contractual
effort, or when funds are transferred to a non-DoD Government
Agency to perform RDT&E.

b.   When a justification package is prepared as part of
an established approval process for a new effort, a new TEAMS re-
cord should be included in the documentation and released as in-
put to DTIC when the effort is approved.

5. How To Report

a.  Input to the TEAMS, operated at DTIC, shall be pro-
vided either electronically or in a machine-readable format (such
as magnetic tape or diskettes).  The method shall be determined
by the DoD R&E activity focal point in coordination with DTIC.

b.  Detailed instructions for data and transmission for-
mats and descriptions of data elements are to be described in DoD
Scientific and Technical Information Program Procedures Manual. 
Component-unique subsets of the TEAMS database or specific data
elements added to any TEAMS files for use by a particular DoD
Component shall be input, maintained, and controlled as mutually
agreed between DTIC and the originating Component(s)).

c.  Component-unique subsets of the TEAMS database or
specific data elements added to any TEAMS files for use by a par-
ticular DoD Component shall be input, maintained, and controlled
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as mutually agreed between DTIC and the originating Component(s).

d.  Report Control Symbol DD-R&E(AR)636 has been assign-
ed to the TEAMS. DD Form 1498, “Research and Technology Work Unit
Summary” is assigned for input to the TEAMS.

6.  Marking, Access, and Release

a.  All records in the database are to be applicably 
marked with the following:

(1)  A DoD Distribution Statement in accordance with
DoD Directive 5230.24 (reference (k)).

(2)  A security classification marking when required,
in accordance with DoD 5200.1-R (reference (i)).

(3)  An export warning notice when required for ex-
port control, in accordance with DoD Directive 5230.25 (reference
(q)).

b.  Subject to security restrictions and specific release
limitations, as identified by the originator, TEAMS data are re-
leasable to the DoD Components, the DoD contractors, the other
U.S. Government Agencies, and their contractors.  In all cases,
the requestor must currently be registered with the Department of
Defense, in accordance with enclosure 6, below.

(An important objective of the DoD STIP is to improve the effi-
ciency and effectiveness of the overall DoD R&E Program by shar-
ing information about prior and ongoing DoD-supported work among
the DoD in-house R&E community and the DoD contractor community.
Therefore, TEAMS records shall normally be prepared to allow ac-
cess and use by DoD contractors and grantees.  When specific re-
cords or data elements reveal planned expenditures or levels of
planned obligations, those records or data elements shall be
withheld from contractor or grantee users.  Budgetary planning
data used to program funds for potential procurement actions that
are competitively price sensitive are not releasable to contrac-
tor and/or grantee users until contract award by the appropriate
Government activity.  Once the work effort is on-going, or the
funds for the effort are obligated, the access limitations based
on competition sensitivity shall be withdrawn. With the majority
of DoD work efforts being performed by contractors and grantees
it is essential and in the best interest of the DoD to maximize
their access to that type of data.)
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DOCUMENTATION AND DISSEMINATION OF DoD R&E AND STUDIES
EFFORTS

A.  PURPOSE

1.  An inherent characteristic of the DoD R&E and studies
programs is the documentation and dissemination of the results
and outcomes of efforts conducted by or for the Department of
Defense.  Such documentation and dissemination are considered to
be an integral part of such efforts, and those efforts are not
considered complete until documentation and dissemination are
completed.

2.  R&E and studies efforts shall be documented and dissemi-
nated expeditiously.  That is intended to contribute to perform-
ance of similar efforts by others in the DoD community.

B.  SCOPE

1.  R&E and studies efforts shall be documented whether or
not the conduct of the efforts result in a successful outcome. 
Description of all efforts provides others in the Department of
Defense with a technology base that promotes a logical basis for
the investment in and conduct of future efforts.

2.  The requirements of this enclosure apply to all of the
DoD Components.

C.  RESPONSIBILITIES.  The DoD Components shall ensure that all
R&E and studies efforts are documented and disseminated when per-
formed by or sponsored in whole or in part by activities under
their control.

D.  IMPLEMENTATION OF POLICY, PRINCIPLES, AND CONCEPTS

1.  DoD R&E and studies efforts performed by or sponsored in
whole or in part by DoD activities shall be documented suffi-
ciently to permit others to comprehend the purpose, scope, ap-
proach, results or outcomes, and conclusions or recommendations
from the conduct of such activities.

2.  Wide and timely dissemination of all documented efforts
promote a greater awareness of the technology base and serves in
part to promote the awareness of the expertise and capabilities
of performing personnel and the organizations.

3.  Such efforts may be documented in any media or form in-
cluding paper or electronic copy, and shall include text, graph-
ics, and audio, but shall be prepared in a logical form and in



4-2

sufficient detail to promote maximum understanding of the efforts
by those intended to receive primary distribution of the docu-
mented efforts.

4.  Documented efforts regardless of media or form shall be
prepared, to the maximum extent practical, in accordance with
ANSI Standard Z39.18-1995 (reference (u)), which is adopted for
DoD use.  Additionally, an SF 298, Report Documentation Page, is
established for that purpose and shall be prepared for each doc-
umented effort.

5.  It is recognized that many R&E and studies efforts have
the potential, when documented, to include unclassified but sen-
sitive, or classified information.  DoD activities have the re-
sponsibility to ensure that all documents are marked, in accord-
ance with DoD Directive 5230.24 and DoD 5200.1-R (references (k)
and (i)).  Documents that are not restricted should be cleared
for public release, in accordance with DoD Directive 5230.9 (ref-
erence (j)), and marked with “Distribution Statement A” as re-
quired by reference (k).  While DoD contractors prepare and dis-
seminate a significant amount of DoD R&E and studies efforts, the
DoD activity that sponsored the work shall ensure all documented
efforts regardless of media or form are marked in accordance with
DoD Directives 5230.9 and 5230.24, and DoD 5200.1-R (references
(j), (k), and (i)).

6.  In order to protect DoD interests in the inventions that
result from DoD R&E efforts, DoD activities are encouraged to
pursue the patenting and licensing of those inventions.  Addi-
tionally, DoD activities shall pursue a coordinated effort to
acquire Government rights to intellectual property developed in
whole or in part at Government expense so that such intellectual
property may be utilized in current and future DoD programs.
 

7.  To the maximum extent possible, documented efforts shall
be prepared in unclassified and otherwise unrestricted form in
accordance with DoD Directive 3200.12 (reference (a)).  When not
possible, then DoD activities shall attempt to prepare restricted
versions of such efforts and/or unclassified, unrestricted bibli-
ographic citations and abstracts of such efforts.  That is in-
tended to promote a broad awareness of the existence of such doc-
uments in the Department of Defense and the national scientific
and technical community.  Subsequent requests for such documents
shall be processed, in accordance with established clearance pro-
cedures.

8.  The preparation and dissemination of technical documents
often involve a number of different disciplines.  Personnel re-
sponsible for printing, editing, public affairs, data manage-
ment, security, intellectual property counsel, contracting; etc.,
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often have a role in the preparation and dissemination of doc-
uments.  The local STIP manager shall help coordination of neces-
sary practices and procedures with the personnel, above, so that
the people responsible for the preparation and dissemination of
documents may do so expeditiously.

9.  Primary distribution of all documents, regardless of
form, shall be the responsibility of the DoD activity that per-
formed or sponsored the work in whole or in part.  Primary dis-
tribution shall be to the technical community having a direct and
immediate interest in the outcome of the R&E or studies efforts.
The DTIC, applicable DoD IACs, and the local DoD technical li-
brary or repository that supports the activity responsible for
sponsoring and creating the documents shall be recipients of the
primary distribution at the same time.  The preparation and dis-
semination of R&E and studies efforts in the form of journal ar-
ticles, poster papers at a symposia, and other means external to
DoD shall not be in lieu of providing those same documents to the
DTIC, appropriate DoD IACs, and the local technical library. 

10.  The posting of documented efforts on an electronic
bulletin board, homepage, the Internet or some other internal or
external network does not constitute in and of itself primary
distribution of documented R&E and studies efforts.  The methods
of electronic dissemination are by their very nature transient
and relatively short lived.

Primary distribution must be explicitly directed to the in-
tended recipients.  The activity responsible for primary dis-
tribution of documents by electronic means must take positive
steps to ensure that receiving activities are capable of receiv-
ing the data by that means and in an intelligible form.  This
includes individuals that are the intended recipients of the doc-
ument and secondary dissemination activities including technical
libraries, DTIC, and appropriate DoD IAC’s.  Providing electronic
documents that are configured by computer hardware or software
that are not readily available to the recipients precludes the
use of such technical information.  If the recipients cannot
readily read, interpret, or convert the electronic document, then
the activity shall provide the document in some other media.  

11.  DoD activities shall exercise reasonable diligence in
the preparation of technical documents in final form.  Retention
of technical documents as working drafts, coordination copies;
etc., shall not be utilized as a method to avoid preparation and
distribution of documents in final form.  Additionally, a verbal
presentation at the conclusion of an R&E effort may be given but
not instead of the documentation of an R&E effort.  A verbal pre-
sentation often enhances understanding of the R&E or study per-
formed.  At the same time the documentation of the efforts per-
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mits a more permanent record and wider dissemination of the work
and allows the Department of Defense to leverage the resources
invested in the effort to the larger Defense community for a
longer period of time.  As an example the dissemination of papers
presented at a conference and/or conference proceedings to others
in DoD who are unable to attend the conference, and to the DTIC,
appropriate DoD IACs, and the local technical library broadens
the awareness and retains the documented knowledge of what was
presented for future use.

12.  The DoD Components shall ensure that their contractors
and grantees have access to and utilize applicable DoD STI facil-
ities including DTIC, relevant DoD IACs, and relevant specialized
databases and information collections at various DoD activities
consistent with security and other access restrictions.

13.  By its very nature scientific and technical information
and planning information exist in all media and forms and are
represented in raw form such as data, laboratory notes and ob-
servations as well as more cohesive forms such as reports, ar-
ticles, and presentations.  Without intending to be all inclu-
sive, the types of items listed below shall be provided to DoD
repositories and secondary dissemination activities including
DTIC, applicable DoD IACs, and local technical libraries.  Those
items to be provided include the following:

a.  Acquisition systems planning documents such as wea-
pons systems, components or subsystems, technology capabilities;
etc.

b.  Basic and advanced research planning documents.

c.  Science and technology planning documents to support
military mission needs and requirements.

d.  Defense Technology Area Plans to support the invest-
ments in DoD technology.

e.  Planning, Programming, and Budgeting System doc-
uments in support of DoD acquisition and related technology pro-
gram focus areas including:

(1)  Planning documents such as the National Military
Strategy Document and the Defense Planning Guidance.  

(2)  Program documents such as the Chairman, JCS Pro-
gram Assessment, programmatic issue books, and Program Decision
Memoranda.
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(3)  Budget documents such as the Budget Estimate
Submission, Program Budget Decisions, and Research and Develop-
ment Descriptive Summaries.

f.  Acquisition Systems and Programs Life Cycle Docu-
ments.  These include but are not limited to:

(1)  Mission Needs Statements.

(2)  Operational Requirements Documents.

(3)  Analyses of Alternatives (previously identified
as Cost and Operational Effectiveness Analyses).

(4)  Acquisition Program Baseline Documents.

            (5)  Annual Operational Test and Evaluation Reports.

            (6)  Contract management reports of a programmatic or
evaluative nature.

            (7)  Cost, schedule, and performance program reports
related to specific system or technology program objectives.

(8)  Program deviation documents related to program-
matic changes to purpose, scope, objective, performance require-
ments; etc.

            (9)  Test and evaluation reports.

           (10)  Live fire test and evaluation reports.

g.  External management and policy information such as
Presidential Decision Directives, Executive Orders, OMB Bulle-
tins, Congressional and GAO reports and testimony, and science
advisory board and similar advisory group reports when related to
DoD acquisition and related technology programs.

14.  Studies and analyses documents cover a wide range of
typical areas and support all aspects of the DoD mission.  While
many studies and analyses contain STI, many others do not.  In
order for the DoD repositories such as DTIC, the DoD IACs, and
local technical libraries to support the DoD, it is intended that
studies and analyses documents be provided to the repositories
for retention for secondary dissemination in a manner consistent
with the approval and release constraints of such documents.  The
following types of studies and analyses are examples of the types
of documents to be provided to the DoD repositories:
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a.  Strategic operations, concepts, military strategies,
force structure alternatives.

b.  Technology assessments, insertion, and deployment.

c.  Operations research and analysis in support of op-
erations and operational capabilities.

d.  Evaluation of studies and analysis tools.

e.  Test and evaluation studies.

f.  Analyses of alternatives in support of operational
and technology program management.

g.  Training studies and analyses.

h.  Defense functional area studies and analyses for
functions such as logistics, manpower and personnel, readiness;
etc. 
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DOD INFORMATION ANALYSIS CENTERS (IACs)

A.  PURPOSE

The Department of Defense establishes IACs to acquire, di-
gest, analyze, evaluate, synthesize, store, publish and dissem-
inate worldwide STI and engineering data in a clearly defined
specialized field or subject area of significant DoD interest or
concern.  Additionally IACs provide advisory and other user
services to their authorized user community.

B.  SCOPE

1.  DoD IACs are an integral part of the DoD STIP.  IACs are
distinguished from technical information centers or libraries
whose functions are concerned with providing reference to or ac-
cess to technical documents themselves or technical information
databases rather than utilizing a technically expert staff to
assess and provide relevant technical information to meet a spe-
cific user need.  Although an IAC normally maintains document or
database collections, a significant differentiating aspect of an
IAC is the utilization of scientists and engineers in an IAC de-
fined field or subject area in the performance of many of the
functions of a DoD IAC.

2.  IACs are established primarily to support the Department
of Defense, but may also support others in the public and private
sector consistent with security and other constraints normally
applicable to the Department of Defense and its contractors.

C.  FUNCTIONS

1.  Basic or Core Activities
                                   

a.   Focus.  IACs are staffed by scientists, engineers,
and information specialists who provide users with focused expert
assistance and unbiased scientific and technical information. 
They establish and maintain comprehensive knowledge databases
that include technical, scientific, and other data and informa-
tion collected on a worldwide basis in their field of interest. 
They identify sources and assess the relevance of data held by
others. IACs coordinate closely with their sponsoring DoD tech-
nical communities and the DoD-user community in general as a
means to focus their efforts on Defense community needs.  IACs
also collect, maintain and develop analytical tools and tech-
niques including databases, models, and simulations.
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b.  Representative Types of Activities.  IACs are staffed
with subject experts to provide in-depth analysis services and
create specialized technical information products.  IAC products
and services include, but are not limited to, abstracts and in-
dexes; technical and bibliographic inquiry services; technical
assessments; support and promotion of exchanges of information
among scientists, engineers, and practitioners of disciplines in
the scope of the IAC or their field of interest; preparation of
state-of-the-art reports; handbooks; data books; data sets; crit-
ical reviews; standards and technology benchmarks; problem defi-
nitions; alternative technology analyses; and current awareness
activities.

2.  Additional or Special Activities or Tasks.  DoD IACs are
established with the explicit intent to perform additional tasks
within their areas of expertise and technical focus above and be-
yond the basic or core activities as described in paragraph C.1.,
above.  The establishment of core information and specialized
expertise in their defined area of interest is in part estab-
lished to respond to the needs of the Defense technical com-
munity.  That permits an effective and efficient method of lever-
aging the technology base.  Those additional tasks or special
activities are efforts that are specifically defined by a re-
quiring organization as the need arises and are consistent with
the area of competence and concern that defines the technical
focus of a particular IAC.  The requiring activity normally pro-
vides the funds necessary to perform the task unless waived by
the sponsoring DoD Component activity.

     
D.   RESPONSIBILITIES

1.  The DDR&E Shall Do the Following:        

a.   Maintain management control and oversight of the IAC
program consistent with the policies and concepts of the DoD
STIP, as defined in DoD Directive 3200.12 (reference (a)).

b.  Approve or disapprove all proposals by the Head-
quarters of the DoD Components to establish or disestablish an
IAC or make major changes in an IAC’s scope or subject area.

c.  Designate the “Sponsoring DoD Component” for each
IAC.

d.  Designate a DoD activity or organization to provide a
technology specialist to act as the “Technical Monitor” for each
IAC.

2.  The ODDR&E Staff That Exercises Oversight of the STIP
Shall Do the Following:
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a.  Monitor the IAC program including periodic review of
the performance of each IAC in meeting the defined goals and ob-
jectives in their prescribed area of interest.

b.  Provide program guidance, as necessary, to meet the
intent of the program and promote the technology objectives of
the Department of Defense.

c.  Appoint an ad hoc review board on a periodic, as
needed, basis to review each IAC.

3.  The Sponsoring DoD Component Shall Do the Following:

a.  Provide continuous administrative and operational
management for each assigned IAC.  Designated “in-house DoD IACs”
are assigned to the proposing Military Service or Defense Agency,
as approved by the DDR&E.  Contractor-operated IACs are assigned
to an appropriate sponsoring DoD organization.

b.  Budget for the basic operations and core functions of
assigned IACs.

c.  Prepare and defend programs and budgets consistent  
with annual budget cycles and DDR&E requirements for each assign-
ed IAC.

d.  Establish approved IAC's through acquisition of con-
tract services or direct in-house establishment.

       
e.   Review performance of the IACs, in coordination with

the technical monitor and the ODDR&E staff exercising staff over-
sight of the IAC program.

4.   The Technical Monitor Shall Do the Following:

a.  Provide continuous technical direction and oversight
for the assigned IAC.

b.  Assess technical subject requirements and adequacy of
literature and database coverage by the IAC for users in the
Defense community.

c.  Evaluate and approve IAC proposals for products and
services from the technical standpoint.

       d.   Be a Government employee and not a member of the IAC
contractor staff.  Synonymous titles are “Technical Manager,”
“Government Project Engineer,” “Contracting Officer's Technical
Representative (COTR),” or other such titles that demonstrate
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technical oversight of IAC activities.  For contractor operated
IACs, the technical monitor shall approve the designation of the
COTR, if the technical monitor does not function in that capa-
city.

        e.  Provide the technical requirements input for the    
“Statement of Work” for contractor-operated IACs.

        f.  Assist the sponsoring DoD Components in identifying 
program requirements necessary to support preparation of budget
and program documents for assigned IACs.

        g.  Ensure that all technical documents and data produced
by the DoD contractor operated IACs are properly marked in ac-
cordance with DoD Directives 5230.9, 5230.24, and DoD 5200.1-R
(references (j), (k), and (i)).  For “basic or core” activities
of the IAC, as described in paragraph C.1.a., above, the COTR
shall be identified as the controlling DoD office.  For “addi-
tional or special” activities of the IAC, as described in sub-
section C.2, above, the requiring DoD activity shall be the con-
trolling DoD office. 

    5.  The DoD Components Shall Do the Following:

a. Provide their technical requirements to the tech-
nical monitor, to assist in determining the scope, focus, and
conduct of an IACs’ technical activities.

                             
b.  Fully fund any additional IAC products and services

beyond basic or core-funded activities unless otherwise author-
ized by the sponsoring DoD Component.

c.  Utilize the DoD IACs when they may best meet the
Component’s technical requirements.

d.   Ensure that the DoD IACs routinely receive technical
reports and data sets about the IACs subject area of interest
as part of the Component's primary distribution of technical in-
formation.

e.  Invite the participation of DoD IACs in DoD spon-
sored technical symposia in the IACs subject area of interest.

E.  IMPLEMENTATION OF POLICY, PRINCIPLES, AND CONCEPTS

1.  Information analysis and evaluation activities are an
essential and integral part of the scientific research and engi-
neering processes conducted by or for the Department of Defense.
When significant requirements are recognized or benefits can be
derived through institutionalizing such efforts, the Department
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of Defense shall establish a DoD information analysis center in a
clearly defined, specialized field or subject area of particular
interest or concern to the Department of Defense.  IACs are form-
ally established by the Department of Defense to acquire, digest,
analyze, evaluate, synthesize, store, publish, and provide advis-
ory and other user services concerning available world-wide sci-
entific and technical information and engineering data in its de-
fined field or area of interest.

2.  DoD IAC’s shall be established primarily to support the
mission of the Department of Defense.  That includes in-house ac-
tivities as well as contractors and others who provide direct and
indirect support to the Department of Defense.  DoD IACs may also
serve others in the public and private sector to the extent prac-
ticable and consistent with the constraints of DoD 5200.1-R and
DoD 5220.22-R (references (i) and (v)).  DoD policy on export-
controlled technical data included in DoD Directive 5230.25 (ref-
erence (q)), and other restrictions on DoD information as appli-
cable shall be incorporated into the handling of data by the
IACs.

3.  Each DoD IAC shall have a technical program Charter.  The
contents of the Charter are described in paragraph F.3., below,
as part of the criteria for establishing a DoD IAC but the cri-
teria are equally relevant to those IACs already in existence.

 
    4.  Classified or special category material may be received
by an IAC provided that the information supports the mission of
the IAC and appropriate security measures have been established.
Additionally, IACs shall not receive, process, or disseminate
scientific or technical intelligence unless specifically author-
ized by appropriate DoD intelligence activities and the DoD tech-
nical monitor.  That is not intended to preclude IAC access to
such information or to scientific or technical information de-
veloped or derived from intelligence data, but merely to pre-
scribe that appropriate coordination and approval incidental to
conduct of IAC activities shall occur.

    5.  Each IAC shall maintain a core staff of technical experts
in its field of specialization.  The IAC shall be attached to or
have a working relationship with a private sector or DoD organi-
zation engaged in technical work in its mission area and are en-
couraged to seek assistance from qualified experts employed by
that organization (and others, as needed) to ensure the highest
technical quality for individual products and services.

    6.  Each IAC shall be shall be administered by a “single-
sponsoring DoD Component” designated by the DDR&E.
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    7.  Classified information shall be receipted, controlled,
published, released or distributed, disposed of, and protected
from unauthorized disclosure, in accordance with DoD 5200.1-R and
DoD 5220.22-R (references (i) and (v)).  Documents containing
classified information shall be issued in accordance with DoD
release and security procedures in references (i) and (v), after
they have been reviewed and approved by responsible technical and
security authorities.  Information and products should be cleared
for public release, in accordance with DoD Directive 5230.9 (ref-
erence (j)), if they are released to or accessible by the general
public and when applicable information and products having po-
tential foreign affairs implications shall be cleared in accord-
ance with DoD Directive 2002.3 (reference (w)).  Disclosure to
foreign governments and international organizations, their con-
tractors or representatives and other foreign persons shall be in
compliance with DoD Directive 5230.11 (reference (x)).

8.   All technical documents generated by DoD-funded R&E ef-
forts shall be marked with a DoD Distribution Statement, in ac-
cordance with DoD Directive 5230.24 (reference (k)), with an
export warning notice when appropriate, as described in refer-
ence (k) and as required by DoD Directive 5230.25 (reference (q))
and with applicable classification markings, as required by DoD
5200.1-R (reference (i)).  For contractor operated IACs applic-
able markings of data shall be done by the contractor as di-
rected by COTR or another DoD employee, as designated by the
COTR.

9.  DoD IACs shall establish mechanisms for cooperation and
cross-fertilization of ideas on management philosophy, policy,
promotion or outreach, operating procedures, and other areas of
mutual interest.  Periodic meetings of all DoD IAC managers,
technical monitors, and sponsors shall be held for information
exchange in those areas.

10.  Basic IAC operations, as defined by the sponsoring DoD
Component, shall be primarily supported by DoD funds.

11.  Each IAC shall assist in advancing standardization of
the technology in their technical focus and field of expertise.

12.  IACs shall make optimal use of advanced information
technology and telecommunication equipment, systems, and capa-
bilities in the operation of their centers.

13.  IACs shall acquire, store, and disseminate subject area
technical information from all sources, domestic and foreign,
including support of approved information exchange programs with
countries that have agreements with the United States.  IACs
shall utilize but not duplicate the existing DoD foreign open-
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source scientific and technical intelligence literature exploita-
tion program or automated database as part of any foreign acqui-
sition efforts.  It is not intended for DoD IAC’s to replicate
substantial quantities of information from other readily avail-
able sources.  At the same time, IAC’s are encouraged to acquire
information from those sources when the information is needed to
provide timely, comprehensive, and qualitative products and ser-
vices.

14. While one purpose of the IACs is to collect and dissem-
inate STI, their performance of analytical tasks characterizes
them as “R&D activities” as well as “technical information sup-
port activities.”  As a routine function of the analytical as-
pects of their information collection functions, IACs are expect-
ed to do the following:

a.  Verify and validate the technical accuracy and re-
liability of existing data. 
                                      

b.  Generate and evaluate data collection and analysis
techniques reported in the literature.

c.  Develop alternative approaches to collection and/or
analysis of the same or similar forms of information for assigned
technical areas.

d.  Identify and/or fill voids in existing data or know-
ledge bases when the IAC may provide such R&D in an economical,
efficient, and unbiased manner.

Those functions in paragraphs E.14.a. through E.14.d., above, are
accomplished on a selective basis to permit the most effective
use of technology and expertise resident in the IACs, and are the
types of functions that distinguish a DoD IAC from libraries and
other types of information centers.

15.  As defined in subsection C.2., above, it is the intent
of the Department of Defense to have its IACs perform additional
or special activities or tasks in their individually defined
technical scopes.  One of the primary purposes of acquiring and
maintaining core technical information and expertise is to max-
imize the utilization of those invested efforts.  The accomplish-
ment of additional tasks based on those core capabilities permits
the Department of Defense to effectively and efficiently leverage
the technology base in its areas of interest.  For those IACs op-
erated by contract, it is the responsibility of the sponsoring
DoD Component activity to accomplish the contracting of both the
core activities and additional tasks consistent with the
technical scope of each IAC.
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16. If applicable, IACs shall participate in programs design-
ed for the international transfer of technology in assigned areas
of technical responsibility.  Equally, they shall ensure that
such participation does not lead inadvertently to unauthorized
transfer of technology.

17.  DoD IAC’s shall participate in and support the Depart-
ment of Defense domestic technology transfer program, as defined
in DoD 3200.12-R-4 (reference (f)).

18.   IAC personnel are authorized and encouraged to plan,
provide technical support for, and participate in major technical
conferences, meetings, or symposia in their area of technical
specialization.  IAC sponsorship and attendance at meetings shall
be consistent with DoD provisions on security and on transfer of
technology.  DoD activities are also encouraged to participate
and sponsor conferences in their technical areas of interest. 
IAC contractors and DoD activities that sponsor or participate in
conferences shall do so in a manner consistent with DoD Direc-
tives 5230.9, 5230.24, 5230.25, 2000.3, DoD Instruction 5230.27,
and DoD 5200.1-R (references (j), (k), (q), (w), (h), and (i)). 
When DoD IACs sponsor a conference, meeting, or symposia, an in-
house DoD activity is not required to sponsor it as well.  IAC
personnel shall maintain contact with senior investigators and
develop working relationships with technical, professional, and
trade associations and related technical groups to exchange in-
formation.  Meetings and conferences are to be used as an oppor-
tunity for making known the products and services of the IAC,
maintaining contact with senior investigators in the specialized
field of the IAC and to promote the interaction of IAC profes-
sional staff with the technical community at large.

19.  IACs shall prepare, announce, and provide primary dis-
tribution of critical reviews, state-of-the-art reports, hand-
books, data compilations, lists of technical experts, and other
significant publications in their assigned areas of technical
specialization.  IACs shall respond to inquiries from qualified
users bearing in mind applicable security controls and restrict-
ions on transfer of technology to foreign individuals and organ-
izations.

20.  The DTIC, technical library of the DoD activity that
sponsored a particular technical effort, and other DoD IACs with
a technical interest in the subject matter of a particular doc-
ument shall be included in the primary distribution of documents
formally issued by an IAC.  That excludes direct correspondence
in response to inquiries and the annual reports of the IACs un-
less the sponsoring DoD Component requires the reports for man-
agement oversight of IACs it sponsors.
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21.  IACs shall normally not provide secondary distribution
of any documents other than their own.  In accordance with cri-
teria or guidance provided by the sponsoring DoD Component, IACs
may perform secondary distribution of documents or data in forms
or media not available from other sources and IACs may perform
secondary dissemination of documents and data when they are the
only known remaining source.

22.   DoD IACs normally recover a portion of operating costs
through the sale of products and services.  As such, it is not
intended for the DTIC to provide distribution services to their
users of DoD IAC products and services.  DTIC shall provide mic-
rofiche copies of IAC technical reports.  On a mutually agree-
able basis DTIC may provide other distribution services to the
IACs such as CD ROM or network services including the sharing of
cost and revenues.

23.   Selected products and services provided by IACs shall
include provisions for at least partial cost recovery in accord-
ance with guidelines provided by the sponsoring DoD Component.
The principle is to promote wide dissemination and use by the
Defense community while discouraging the excessive ordering of
products or services without recognition of the cost impact on
DoD resources.

  
F.  ESTABLISHMENT OF IACs

1.  Proposals from the DoD Components for establishment of an
IAC shall be processed through the same channels that are used to
approve and authorize any other RDT&E program.

2.  Approval shall be based on, but not limited to, the fol-
lowing criteria:

a.  Documented evidence of a requirement to fill a void
in an emerging DoD technology thrust area.

b.  Clear definition of subject fields to be covered and
demonstration that other IACs or other sources do not duplicate
or provide the same depth of coverage of the proposed IAC.

c.  Cost and effectiveness including evaluation of
whether alternate ways of accomplishing the objectives of the IAC
exist.

       d.   Adequate financial support and plans for continuing
support to achieve the announced objectives of the IAC.
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e.  Active support of the IAC by persons engaged in the
type of technical work to be covered by the IAC’s information
products and services.
                                   

f.  Evidence of capability to ensure proper security
procedures and controls on technology transfer.

3.   As part of the process in defining the need, purpose, and
scope of a DoD IAC, each IAC shall have a technical program
Charter including the following:

a.  Mission and functions statement.

b.  Statement of need on DoD requirements.

c.  Statement of technical scope.

d.   Method of funding.

e.  Description of responsibilities for those DoD admin-
istrative, procurement, and technical personnel that guide the
direction and operation of the IAC.  

f.  Authority to establish and operate the IAC.

g.  Provisions for periodic review and revision.

4.  Each Charter is to be approved by the OSD Principal Staff
Assistant responsible for technical program oversight of the IAC.

5.  Subject Coverage.  Subject areas covered by an IAC may be
determined from one or both of the following categories:

a.  Discipline-Oriented Coverage.  Information pertain-
ing to all, or a clearly defined part of, a recognized scien-
tific or engineering discipline, which has its own literature or
professional traditions and is of particular interest to the De-
partment of Defense.

b.  Mission-Oriented Coverage.  Information pertaining 
to a military undertaking of special interest to the Department
of Defense or to a specific large weapon or its support system or
a group of such systems, and therefore, an area that requires an
interdisciplinary approach.  

6.   Size and Location

       a.  No specific limitations are imposed on the size of an
IAC as long as the types of functions described in section C.,
above, are accomplished.
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b.  IACs may be located at the following:

(1)  DoD installations, laboratories, and other in-
house technical activities; or,

(2)  Other Federal Government activities when a DoD
Component sponsors the IAC in conjunction with an applicable
authority in an Agency Headquarters for the other Government
activity.

(3)  Contractor installations (educational institu-
tions, industrial firms, and not-for-profit institutions).

7.   Security.  IACs shall satisfy all physical and document
information security requirements for the protection of classi-
fied or otherwise sensitive information stored or held therein. 
For in-house operated DoD IACs, the IAC shall adhere to all ap-
plicable policies and practices.  For contractor operated IACs
all security requirements shall be clearly specified by DoD in
the contract.

G.  DISESTABLISHMENT OF IACS

1.  The sponsoring DoD Component, in coordination with the
designated “technical monitor” and the principal DoD-user activi-
ties, may propose the disestablishment of a DoD IAC.  A proposal
to disestablish an IAC should include an analysis that would per-
mit DDR&E to evaluate or consider the types of questions or fac-
tors described in subsection G.2., below.

    2.  A combination of factors may form the basis for a de-
cision to recommend disestablishment of an IAC.  Following a
complete review, the DDR&E (with the assistance of the OSD Prin-
cipal Staff Assistant for IAC technical areas beyond the purview
of the DDR&E) shall make the decision on disestablishment of an
IAC. The following are typical questions or factors that may be
considered in making such a decision:

a.  Is the IAC still functioning in a major DoD tech-
nology thrust area?

b.  Is the IAC demonstrably useful to the Department of
Defense?

c.  Is the IAC fulfilling a DoD need that is not dupli-
cated by other public, private, or Government organizations?

                              
d.  What is the value of products or services to users for

current DoD programs? 
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e.  Are funds available?

f.  Is the IAC maintaining proper security controls and
controls over transfer of technology to foreign individuals and
organizations?

3.  After the DDR&E has decided to disestablish an IAC, the
following shall be accomplished:

a.   The sponsoring DoD Component shall announce a termi-
nation date at least 90 days in advance and shall require the
managing supervisor of the IAC to provide a documented inventory
of the IAC’s holdings to the sponsoring DoD Component and DoD
technical monitor.

b.  The sponsoring DoD Component shall decide the dis-
position of the IAC’s holdings with the assistance of the manag-
ing supervisor of the IAC, the DoD technical monitor and the
approval of the ODDR&E.

c.  The technical holdings of a DoD IAC including its
documents, databases, and technical information represent a
significant resource investment by the Department of Defense.
The disposition of those tangible assets must be handled in a
logical and cost-effective manner.  As a result every reasonable
effort should be made to retain those holdings for future use in
the Department of Defense and if not possible, their disposition
should be handled, in accordance with the parameters of the DoD
property disposal and records management programs.  One of the
principle functions of DoD technical libraries is to retain the
current and future technical assets of the DoD.  Transferring the
IAC holdings to another DoD IAC or a DoD technical library shall
be a primary consideration in the disposition of IAC technical
holdings.  Care should be taken to ensure that data restricted to
DoD use for reasons such as national security, export control;
etc., is retained by the Department of Defense before transfer of
remaining holdings to others outside the Government or that
applicable controls by the Department of Defense remain in
effect.
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ACCESS TO AND DISSEMINATION OF DoD TECHNICAL INFORMATION

A.  PURPOSE

    The DoD Technical Information Program shall ensure the com-
plete and timely exchange among DoD technical activities, includ-
ing both the in-house and DoD contractor communities, of all
technical information generated by or about the pursuit of DoD
technical programs with due consideration of security require-
ments and access restrictions.  All DoD Components responsible
for dissemination of technical information shall make a positive
effort to provide users accurate and timely technical informa-
tion, utilizing the most effective media, including symposia,
news-letters, technical reports, inquiry responses, on-line data
networks, consultation and other media, and making optimum use of
computer technology to store, sort, select, package, and dissemi-
nate data and information.

B.  APPLICABILITY AND SCOPE

    1.  The implementation of policies, principles, and practices
established by this section apply to the DoD Components consis-
tent with the constraints established by DoD Directives 5230.9,
5230.24, 5230.25, 2002.3, and 5230.11, DoD 5200.1-R, and DoD
5220.22-R (references (j), (k), (q), (w), (x), (i), and (v). That
not only includes dissemination of DoD technical information in-
ternally to the Department of Defense but also applies to other
Federal Government Agencies including legislative and judicial
branch agencies, all Government contractors, grantees; etc.,
other Governments (local, State, or foreign), and any others for
which a DoD Component activity has an approved and established
“legitimate business relationship” interest. The term “legitimate
business relationship” is defined in enclosure 2.

    2.  The procedures authorized by this enclosure shall be used
by DoD technical information dissemination activities to control
access to DoD technical information.  The access afforded through
use of those procedures does not override special consideration or
approvals that affect the flow of controlled information, but
shall provide routine access consistent with any such controls.

C.  RESPONSIBILITIES

1.  The ODDR&E shall approve service charges collected by DoD
technical information dissemination activities in a manner con-
sistent with section D., below.
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2.  The DoD Components shall do the following:

a.  Pursue organized, coordinated, and comprehensive pro-
grams for technical information dissemination.  Those programs
shall provide for the routine interchange of technical informa-
tion in the Department of Defense, between the Department of
Defense and others in the scientific and technical community
including other Federal Agencies, DoD contractors, other Federal
Agency contractors, foreign governments as applicable, and the
national and international scientific and technical community
consistent with DoD Directives 5230.9, 5230.24, 5230.25, 2002.3,
5230.11, DoD 5200.1-R, and DoD 5220.22-R (references (j), (k),
(q), (w), (x), (i), and (v)). 

b.  Under the limits of security and access restrictions
necessary to ensure adequate intra-DoD technical information ex-
change, vigorously pursue a policy that ensures that technical
information generated by activities under their cognizance is
provided for public use through applicable Federal Agencies and
technology transfer programs according to approved DoD clearance
procedures.

c.  Support the wide dissemination of technical infor-
mation as part of the primary distribution of such matter, and
support and sustain DoD technical information dissemination acti-
vities including the DTIC, DoD IACs, and DoD technical libraries.
 

d.  Wherever possible, provide unclassified versions of
technical documents and other information to expedite the infor-
mation transfer process.

e.  In-house DoD activities shall complete all parts of
the “Registration for Scientific and Technical Information Serv-
ices,” DD Form 1540, and submit it to DTIC before requesting
technical information from DoD dissemination activities.  When
classified information is requested on the DD Form 1540, that
form shall be signed by the applicable security officer for that
activity.

f.  Ensure that DoD activities under their cognizance
certify access to DoD technical information for all non-DoD users
based on the determination by the DoD activity that the user has
a legitimate business interest with the Department of Defense, as
defined in enclosure 2.  DoD personnel who certify access for
non-DoD users shall have the technical competence and familiarity
with the user’s needs and intended use for the information to
determine that it is in the best interest of DoD to provide
access.  Particular attention shall be focused on the subject
fields of interest for access to classified information. 
Promptly report to DTIC any changes of certification status such
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as contract termination, revisions to contracts and grants
concerning levels of access or completion dates, and changes of
address or organization names.

g.  Routinely provide for the dissemination of DoD
technical information for domestic technology transfer.

h.  Identify and provide information to DTIC describing
R&E and other acquisition related publications, databases, spe-
cialized collections, products, services, and accessibility about
DoD scientific and technical information assets of DoD activities
whether in house or contractor supported.  This information
reporting requirement supports the DTIC developed directory of
STI resources and has been assigned Reports Control Symbol DD-
A&T(AR)1922.

i.  Establish and support industry information centers
for ready access to unrestricted and restricted DoD technical in-
formation, program planning information, and requirements docu-
ments.  Those centers shall also assist DoD contractors and po-
tential contractors in accessing DoD RDT&E activities and staff.

3.  The DTIC Shall Do the Following:
  

a.  Operate and maintain a uniform, DoD-wide certifica-
tion and registration system.  Applicable procedures, forms, and
instructions shall be prepared and coordinated by DTIC, as a Vol-
ume of DoD        .

b.  Maintain a central authority file of certified and
approved users.  Provide methods of access and dissemination to
that file such that other DoD dissemination activities may pro-
vide information to registered users applicable to their au-
thority to receive data.  Also, quickly inform DoD activities of
the new registrations and changes to the timeframe, conditions,
and scope of coverage.

c.  Establish a DoD Directory of STI resources as de-
scribed in paragraph C.2.h., above.
 

4.  DoD Technical Information Dissemination Activities may
collect service charges as approved by ODDR&E in accordance with
the policies and principles of this enclosure.

D.  IMPLEMENTATION OF POLICY AND PRINCIPLES OF OPERATION

1.  Registration for Defense Technical Information
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a.  The DD Form 1540 is authorized for the collection of
data required by the uniform DoD registration system established
by DTIC for access and dissemination purposes.

b.  Classified information dissemination from a DoD dis-
semination activity shall be limited to the scope of a subject
area field of interest as specified and certified on the DD Form
1540 unless otherwise authorized by the DoD classification au-
thority.  Such a certification shall constitute an approval by an
applicable DoD official that the user’s official responsibilities
require access to technical information within the specified sub-
ject fields and groups on the DD Form 1540.  An applicable DoD
official shall certify the access of non-DoD users to DoD tech-
nical information based on the DoD official’s determination that
the non-DoD user has a legitimate business relationship with the
Department of Defense as defined enclosure 2.  Approval for ac-
cess to classified or unclassified, but sensitive, technical in-
formation shall be conditioned on the fact that the user under-
stands the conditions of use and may reasonably control access to
the information by others, as necessary.

c.  DoD activities that have approved DD Form 1540s shall
take action to notify DTIC when the classified or otherwise sen-
sitive and/or controlled information is accessed and used in a
significantly inappropriate manner.  Access or termination of
access to DoD technical information is solely under DoD author-
ity, as determined to meet DoD needs.  That relates to the intent
of the Department of Defense to disseminate technical informa-
tion to the Defense community to support the DoD mission and in
no manner shall be construed to limit public access and avail-
ability of DoD information approved for public release in accord-
ance with DoD Directive 5230.9 or for information released by the
Department of Defense in accordance with DoD Directive 5400.7
(references (j) and (n)).

2.  Dissemination of Defense Technical Information 

a.  The Department of Defense shall disseminate DoD tech-
nical information in support of its technical programs and in
support of similar technical programs in other U.S. Government
Agencies consistent with the DoD mission contained in DoD Di-
rective 5230.11 (reference (x)).

b.  Requests from foreign organizations for classified or
otherwise sensitive and/or controlled information shall be made
only through applicable DoD foreign release offices under estab-
lished release procedures.

c.  It is intended that registration for access to DoD
technical information shall be available to both individuals and
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groups of people in an organization.  If a registration is com-
pleted for a group of people, then the individual identified on
the DD Form 1540 shall be authorized to receive all data (includ-
ing classified or unclassified but, sensitive data) consistent
with the registration.  That individual is responsible for pro-
viding data to others in the organization consistent with the
“DoD Distribution Statement,” classification markings, and export
control warning notices.  That means, for example, if an in-house
DoD activity requests information from a DoD dissemination
activity that is marked with “DoD Distribution Statement D (Dis-
tribution Authorized to DoD and U.S. DoD Contractors),” then the
requesting activity may share that information with a DoD con-
tractor including those working in that activity or elsewhere. 
Dissemination to others shall only be, as approved by the “Con-
trolling DoD Office” as specified in DoD Directive 5230.24 (ref-
erence (k)).  DoD activities that operate DoD technical infor-
mation networks may further limit access based on network ca-
pacity constraints, but access shall be consistent with other DoD
information dissemination policies.  Access to internal networks
shall be consistent with DoD marking policies including DoD Di-
rective 5230.24, DoD Directive 5230.25, DoD 5200.1-R, and DoD
5220.22-R (references (k), (q), (i), and (v)).
           
    3.  Principles and Considerations for User Charges by DoD
Technical Information Dissemination Activities

a.  Objectives and Implementation of Policy

(1)  The DoD Acquisition Program is implemented
through an extensive set of processes and procedures.  The phases
of the acquisition process include the following:

(a)  Concept exploration and development.

(b)  Program definition and risk reduction.

(c)  Engineering and manufacturing development.

(d)  Production, fielding and/or deployment, and
operational support.

(STI is an integral part of every phase of the ac-
quisition process.  In its many forms (including technical
papers, experimentation data in raw and analyzed form, engineer-
ing drawings, handbooks, manuals, and acquisition-related man-
agement data; etc.)  STI sustains the accomplishment of the De-
partment of Defense acquisition mission.  With the significant
investment in DoD acquisition, it is incumbent on the Department
of Defense to promote the widest possible primary and secondary
dissemination of STI to organizations that contribute to DoD mis-
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sion objectives.  In the case of secondary distribution, tech-
nical information dissemination activities enable the Department
of Defense to recoup a portion of its technology investment by
enabling DoD to leverage past technology investments.  Addi-
tionally, technology developed in the concept exploration and
development phase of acquisition becomes the technology baseline
for numerous technology applications in the follow-on acquisition
phases identified in paragraphs D.3.a.(1)(b) through (d), above.)

(2)  An objective of the DoD STI program is to pro-
mote the efficient, effective, and timely dissemination of STI.
To accomplish that objective, it is anticipated that DoD infor-
mation dissemination activities may determine that it is neces-
sary to impose a system of charges to preclude the potential of
excessive requests for STI by DoD users.  At the same time, such
a system of charges shall be so constructed as to meet DoD ac-
quisition objectives stated in subparagraph D.3.a.(1)(a), above,
to leverage past technology investments and maximize their return
to the Department of Defense.  A proper balance between direct
charges to users and indirect allocations of net additional costs
to acquisition program elements must be determined and applied
accordingly.

    (3)  Additionally, some technical information pro-
ducts and services are required to meet externally imposed re-
quirements placed on the Department of Defense including Federal
statutes, and/or Executive Orders.  Those external requirements,
while not self-imposed, are essential objectives.

    
(4)   DoD technical information dissemination activi-

ties may establish service charges for information products and
services.  Such service charges shall be developed when there is
a need to provide a means of PARTIAL reimbursement for products
and services and, when necessary, to preclude excessive, unwar-
ranted use of those products and services.  At the same time, the
overriding intent of the Department of Defense is to widely dis-
seminate its technical information to leverage the utilization of
DoD-funded technology to the maximum extent.  Service charges
shall not be established at a level detrimental to the ability of
the Department of Defense to leverage its technology base.  DoD
activities shall adequately budget and fund their technical in-
formation dissemination activities consistent with those prin-
ciples.

       b.  Principles

Before making a determination to impose user charges a
number of factors must be considered.  The following points all
require analysis and rationale to support a system of user
charges:    
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 (1)  Who are the users of the information?

 (2)  Who are the customers that have a vested
interest in seeing that the information is available and used?

(There is often an important distinction between a customer and
user.  For example, the Department of Defense requires contrac-
tors to use technical information in performance of a contract. 
While the technical information is often obtained from a DoD
technical information dissemination activity, the customer (the
DoD sponsor of the contract effort) has obligated the Department
of Defense to provide Government-furnished information to the
user (the DoD contractor) for the performance of work.  Another
example is an in-house DoD activity that is required to search
existing technical and related management information before the
start of a new technical effort or before proceeding to the next
milestone on a major program.  The user in that instance is the
activity that receives the information and evaluates its appli-
cability to a new effort or the next major milestone.  There are
several customer(s) in that example.  The organization proposing
to expend DoD acquisition resources needs the information to de-
fine the technology baseline and develop the rationale for in-
vesting in new or continuing technology development.  The or-
ganization(s) responsible to review and approve the expenditure
of resources and to ascertain that the technical effort meets DoD
acquisition requirements is also dependent on the information
output.  Retention of the data for program audit purposes re-
flects a third customer need.) 

(3)  What is the most efficient method to resource an
information product or service?  And why?

(4)  Does a method of cost recovery exist and how
does it operate?

(5)  Is a particular product or service mature enough
to where the customers and users are clearly defined and use of
the product and service can be supported by an established cus-
tomer base?  Development of new products and services is an in-
vestment decision and should be resourced accordingly.

c.  Practices

Periodically, DoD technical information dissemination
activities should identify the cost associated with providing
their products and services.  Using that cost assessment, the DoD
Components responsible for the operation and funding of DoD tech-
nical information dissemination activities should utilize the ob-
jectives and principles stated in paragraphs D.3.a. and b. above,
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as the basis to determine the best method(s) to resource the
products and services of those activities.  Those methods include
the following:

(1)  Direct mission funding of that information   
dissemination activity.

(2)  Block funding by customers and/or users.

(3)  Subscription funding for levels or combinations
of products and services.

(4)  Charge on demand to customers or users with  
payment from aggregate accounts or on a transaction basis.

(5)  Charges against other acquisition program    
accounts as a support cost to those program elements.

(6)  Combinations of the practices in paragraphs
D.3.c.(1) through (5), above, such as individual demand prices
for users adequate to discourage misuse with the remainder to be
allocated in another manner.
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DTIC

A.  MISSION

Consistent with OUSD(A&T) policy guidance and program over-
sight, DTIC shall do the following:

1.  Provide centralized operation of DoD services for the
acquisition, storage, retrieval, and dissemination of STI to
support DoD R&D, engineering, and studies programs.

2.  Provide centralized operation of databases, systems, or
networks for the acquisition, storage, retrieval, and/or dissemi-
nation of information to support other DoD related acquisition
functions as approved by the DDR&E.  Provide other DoD infor-
mation support services as directed or approved by the DDR&E.

3.  Serve as a focus for specific actions required by the
DDR&E to meet technical information needs of the STIP.

4.  Develop and provide specialized information system sup-
port approved or directed by OUSD(A&T) Principal Staff Assis-
tants.

5.  Work directly with the OUSD(A&T) to formulate objectives
and programs for STI transfer among the Military Departments, De-
fense Agencies, and other U.S. Government Agencies.

6.  Participate with the OSD and Federal Agencies in formu-
lating DoD and Federal policies on STI transfer.

7.  Function as a central activity in the Department of De-
fense for applying advanced techniques and technology to DoD STI
systems and for developing improvements in services and STI trans-
fer effectiveness in support of STIP objectives.

8.  Represent the Department of Defense at STI meetings, con-
ferences, or symposia to support mission objectives.

9.   Provide liaison with other DoD and Government STI organ-
izations (such as the Defense Logistics and Studies Information
Exchange and the National Aeronautics and Space Administration).

   10.  Provide planning, programing, budgeting, accounting, and
reporting of resources necessary to meet mission requirements and
present PPBS submissions to the OUSD(C) Comptroller through the
OUSD(A&T) Principal Staff Assistant exercising staff oversight of
DTIC.
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B.  FUNCTIONS

The Administrator, DTIC, is responsible for providing or exe-
cuting the following functions in support of the STIP.

1.  Centralized DoD Information Services.  Those include all
services for maintaining a repository of technical and related
management documents resulting from or pertinent to DoD R&E and
studies efforts, providing for their dissemination, and the fol-
lowing functions:

a.  Acquiring technical and related management documents
including documents from outside the Department of Defense, do-
mestic or foreign, which are of DoD interest but not readily
available from other sources in support of the DoD R&E and stud-
ies efforts.  Documents may take the form and format of any com-
monly accepted media for documentation and/or presentation of
STI.

    b.  Providing prompt and effective document awareness
services and publications reflecting new acquisition in the
document collection.

c.  Storing in reproducible form copies of acquired DoD-
 relevant technical and related management documents.

d.  Maintaining a system of document acquisition, stor-
age, announcement, reproduction, and distribution methods, in
accordance with DoD security policies, standards, criteria, and
procedures for classified, limited distribution, export control
and company proprietary information entrusted to the Department
of Defense by agreement.

e.   Developing and maintaining a timely system of doc-
ument acquisition, storage, reproduction and dissemination that
promotes the maximum efficiency for activities providing doc-
uments to and receiving data and/or documents from DTIC such that
the DoD-user community may make the most effective and efficient
use of the technology in those documents.

f.  Providing timely response to requests from authorized
users for technical reports and other document services consis-
tent with DoD Directives 5230.24 and 5230.25, DoD 5200.1-R, and
DoD 5220.22-R (references (k), (q), (i), and (v)) of this en-
closure 7.  Release of documents in response to requests under
the “Freedom of Information Act” (5 U.S.C.552) shall be governed
by DoD Directive 5400.7 (references (m) and (n)).  DTIC shall not
release any document not previously cleared for public release
without the written approval of the controlling DoD activity, as



                 3200.14 (Encl 7)
                                   May 13, 1997

7-3

defined by DoD Directive 5230.24 (reference (k)).  Requests from
foreign persons for classified reports or services shall be pro-
cessed in compliance with DoD Directive 5230.11 (reference (x)).

g.  Ensuring the adequacy of and preparing necessary pro-
cedures, standards, and guidelines in applicable Volumes of DoD 
Scientific and Technical Information Program Procedures Manual
for preparing, acquiring, storing, distributing, and gaining
access to technical and/or management documents describing R&E
efforts and the entry of bibliographic descriptions into DoD STI
databases.

2.  Centralized DoD Database Services

a.  Those involve the application of information, com-
puter, and telecommunications technology to provide authorized
seekers of Defense STI convenient access to stored files of STI
about managing and conducting R&E and studies programs.  For such
databases, the DTIC shall provide for the following:

(1)  Database input systems and procedures to acquire
and enter data into the databases, and provide technical support
for remote input to the databases either on-line or in machine-
readable form.  Database input systems shall use existing DoD
standard data elements when applicable.

(2)  Database output systems and procedures to sup-
port the processes involved in formulating and executing on-line
search and retrieval, formulating output of significant segments
of the databases including search and retrieval tools and pro-
cedures utilizing applicable electronic media, and control of
database output products.

(3)  Response to demand requests received by mail,
on-line, and telephone for database products (both individual
products as well as downloading of significant segments of the
databases) and processing of subscriptions for recurring database
products.

b.  The DTIC shall establish and operate a centralized
database of bibliographic citations of technical documents re-
sulting from or about the DoD R&E and studies programs.  That in-
cludes support to DTIC document services functions, such as the
following:

(1)  Document announcement, current awareness, selec-
tive dissemination of information products, or bibliographic
searches.
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(2)  Bibliographic database support to include such
items as shared cataloging and related services to technical lib-
raries, support to DoD IACs, and support to other information
processors that operate or provide support to DoD R&E programs.

c.  As resources and technology permit, DTIC shall estab-
lish and operate a centralized computer database of full-text
technical documents resulting from and about the DoD R&E and
studies programs.  The database shall include, where possible,
features to enable electronic input, text search, electronic
output, file transfer capabilities; etc.

d.  The DTIC shall maintain and operate centralized data-
bases of summary technical and management-related information de-
scribing the content and scope of R&E programs, consistent with
or as required by other parts of this Instruction, DoD Instruc-
tion 3204.1, and DoD Directives 4205.2, 2002.3, and 8910.1 (ref-
erences (g), (r), (w), and (y)), and when and as further defined
by applicable Volumes of DoD Scientific and Technical Information
Program Procedures Manual and other data specified or approved by
the DDR&E, when needed for R&E program management.

                                               
e.  The DTIC shall provide for maintenance of a central

referral database of the Department of Defense and relevant Fed-
eral STI activities and shall cooperate with the Federal Agencies
in maintaining such referral services.

f.  The DTIC shall establish and maintain an index of the
 unique collections of DoD technical holdings in the DoD technical

libraries and the unique collections and database that reside at
DoD R&E activities.  Additionally, on a voluntary basis DTIC may
accept similar information from Defense industry and academic in-
stitutions that have unique collections of significant interest
to the Defense R&E community.

 g.  The DTIC shall provide the capability and capacity,
as approved by the DDR&E to accommodate new or expanded STI data-
bases and extended levels of database access, system intercon-
nection, and the establishment of networks.

h.  The DTIC shall ensure the adequacy of and prepare DoD
Regulations and guidelines describing responsibilities and pro-
cedures for input to, maintenance of, access to, and retrieval
from DoD STI databases.

i.  The DTIC shall provide OSD functional managers with
data and document services needed to support their programs in
R&E and studies areas.
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  3.  Related STI Support Services.  The DTIC shall do the
following:

a.  Develop and apply techniques to assess STI needs,
usage, and trends with a view to proposing new STI products,
services or programs.

b.  Develop and operate promotional and training pro-
grams to increase the awareness and use of STI policy, proce-
dures, tools, products, and services among R&E managers, scien-
tists, engineers, and that of the information practitioners that
support them throughout the current and potential DTIC user com-
munity with a view increasing their efficiency.

c.  Provide a central DoD authority and establish a cen-
tral directory for the data elements and processes used to re-
cord, gain access to, and exchange STI or documents and prepare
DoD procedures with specific criteria and guidance for the con-
tent and format of data elements required by those STI databases,
and register data elements with the Defense Information Systems
Agency.  The DTIC shall exercise that authority in cooperation
and coordination with the DoD Components and shall ensure com-
patibility where practical with the STI practices of other Fed-
eral Agencies.

 
d.  Explore and acquire techniques and arrangements for

access to STI databases, on-line services, or networks on the
conduct or management of R&E programs.  Those may include data,
databases, or systems from other Federal, commercial, or foreign
sources that may not otherwise be readily accessible to DTIC
users, if the DTIC does not unnecessarily or unfairly compete
with or detract from services available from the private sector.

e.  Represent the Department of Defense in efforts of
Federal and professional STI activities involving the compatibil-
ity or standardization of STI data and processes about improved
information transfer.

f.  As directed by the DDR&E, provide such centralized
services as acquisition, evaluation, or implementation of common
STI resources, systems, or devices and act as focal point in such
endeavors as arranging or instituting new STI programs, proce-
dures, or exchange agreements.

g.  Operate and maintain procedures where U.S. Govern-
ment Departments and Agencies and their contractors, subcon-
tractors, grantees, and DoD potential contractors may become
certified and registered for access to controlled STI available
from DoD information dissemination activities, in accordance with
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DoD 5200.1-R and DoD Directive 5230.25 (references (i) and (q)),
and enclosure 6 of this Instruction.

h.  As directed by DDR&E, act as the DoD Executive Agent
for the preparation and publication of newsletters, journals
(juried and unjuried), reports; etc., to support the dissemi-
nation of Defense related STI.

4.  DoD Component Headquarters Information Support.  The DTIC
shall provide information services which utilize the appropriate
information technologies to acquire, analyze and disseminate in-
formation to support oversight and management functions and to
improve overall Department of Defense management.  To accomplish
these tasks, the DTIC shall provide support in the following
areas:

a.  Analyze and define information gathering, analysis
and dissemination requirements as requested by DoD Component
Headquarters.

b.  Investigate and evaluate new technologies and apply
them to the requirements to meet information gathering, analysis
and dissemination requirements of supported organizations, in-
cluding utilization of the Internet/World Wide Web or similar
technologies.

c.  Conduct liaison with DoD Component Headquarters to
assure continued support for information gathering, analysis and
dissemination.

d.  Maintain the DoD implementation of the Government In-
formation Locator Service (GILS) in accordance with Office of
Management and Budget Number 95-01 (reference (z)).

5.  Investigation, Experimentation, and Application of
Advanced Information Science and Technology.  The DTIC shall
identify, develop, and carry out programs to perform and monitor
experimentation and study for increasing its internal effective-
ness and productivity and for ensuring that the overall STIP is
served by innovative and effective information systems that take
advantage of new advances in information science and technology.
It shall perform studies and experimentation to improve the pro-
cesses involved in acquiring, using, storing, retrieving, dis-
seminating, and generating STI.  In doing so, it shall seek ef-
fective ways to employ modern information storage, retrieval, and
transmission technology and devices by acquiring and testing the
application of existing and promising computer, telecommunica-
tions, storage, and transmission devices and concepts.  DTIC
shall coordinate its program with other DoD activities engaged in
RDT&E involving information science, telecommunications, and
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other enabling technologies that help the effective conduct of
the DoD STIP.

6.  DoD Technical Library Support.  The DTIC shall provide a
focus for developing and coordinating programs among, and pro-

    viding centralized technical support to, DoD technical librar-
ies. To help improve their effectiveness and capabilities, the
DTIC shall provide assistance in the following areas:

a.  Analyze and explore applications of automation to li-
brary operations and other services.

b.  Promote cooperative efforts among libraries including
the establishment of networks and resource sharing.

c.  Facilitate the integration of technical libraries,
IACs, the DTIC, and other components of the STIP in a coordinated
STI network.
  

7.  DoD IAC Support.  The DTIC shall do the following:

a.  Provide necessary support and services for improved
coordination, planning, and integration of DoD-funded IACs.  The
DTIC shall establish and support a comprehensive program in the
IAC function of the STIP to improve the visibility, effective-
ness, and use of the IACs in support of DoD and Federal scien-
tific and technical programs.

b.  When functioning as the “DoD Component sponsor,” pro-
vide oversight through the contracting officer for designated
“contractor-operated DoD IACs.”

c.   Develop and provide systems and services to assist or
supplement IAC operations or programs to effect and promote re-
source sharing, joint approaches to common objectives and pro-
lems, and information exchange among the IACs, DTIC, and other
components of the STIP.


